**Example 1: Fake Bank Alert**

**Subject:** 🚨 Urgent: Your Account Has Been Suspended!

**From:** support@secure-chasebank.com  
**To:** you@example.com

**Body:**

Dear Customer,

We have detected unusual activity in your Chase Bank account.  
To protect your account, access has been temporarily suspended.

Please **verify your account immediately** by clicking the link below:  
Verify My Account

Failure to verify within 24 hours will result in permanent account suspension.

🕵️‍♀️ **Phishing Signs:**

* Fake domain (secure-chasebank.com ≠ chase.com)
* Urgent tone ("verify within 24 hours")
* Suspicious link

**💼 Example 2: Fake Job Offer**

**Subject:** Job Opportunity with Amazon – Immediate Hiring

**From:** hr@amazon-careers.co  
**To:** you@example.com

**Body:**

Hello,

We are pleased to offer you a work-from-home position at **Amazon**.  
Salary: ₹45,000 per month. No interview required!

To proceed, please send your **Aadhar card and bank details** to process your payment.

🕵️ **Phishing Signs:**

* Unofficial domain (amazon-careers.co)
* Asking for **personal information** (Aadhar, bank)
* Too-good-to-be-true offer

**🧾 Example 3: Fake Invoice**

**Subject:** Invoice #87312 – Payment Required

**From:** billing@micr0soft.com  
**To:** you@example.com

**Body:**

Dear Customer,

Your payment for Microsoft 365 is pending.

Download the attached invoice and pay immediately to avoid service interruption.

🕵️ **Phishing Signs:**

* Misspelled domain (micr0soft.com with a “0”)
* Suspicious attachment (could be malware)
* Urgent payment demand

**🎁 Example 4: Fake Gift / Lottery**

**Subject:** 🎉 Congratulations! You’ve Won ₹10,00,000

**From:** claim@lotto-win.in  
**To:** you@example.com

**Body:**

Congratulations!

Your email ID was randomly selected in the 2025 Global Lottery Promotion.

To claim your ₹10,00,000 prize, please send your **full name, age, address, and bank details** to our claims department.

🕵️ **Phishing Signs:**

* Unrealistic reward
* Requests for sensitive info
* Generic greeting ("Your email ID")

**🧰 Example 5: Fake Tech Support**

**Subject:** Microsoft Support: Virus Found on Your Computer

**From:** techsupport@microsoftservice-help.com  
**To:** you@example.com

**Body:**

Dear User,

Our system has detected malware on your device.

🕵️ **Phishing Signs:**

* Not from official Microsoft domain
* Encourages you to call or download fake software
* Scare tactics